


 d) To manage and perform insurance mediation activities;

 e) To update our records; and

 f) To trace your whereabouts to contact you about your account or policy and recovering debt where you owe a debt 
  to Santander.

2. As necessary for our own legitimate interests or those of other persons and organisations, e.g.:

 a) For good governance, accounting, and managing and auditing our business operations;

 b) To search at credit reference agencies if you’re over 18 and apply for credit;

 c) To monitor emails, calls, other communications, and activities on your account and/or policy;

 d) For market research, analysis and developing statistics; and

 e)  To send you marketing communications and for marketing to you in-branch, including automated decision making relating 
to�this.

3. As necessary to comply with a legal obligation, e.g.:

 a) When you exercise your rights under data protection law and make requests;

 b) For compliance with legal and regulatory requirements and related disclosures;

 c) For establishment and defence of legal rights;

 d) For activities relating to the prevention, detection and investigation of crime;

 e) To verify your identity, make credit, fraud prevention and anti-money laundering checks; and

 f) To monitor emails, calls, other communications to you and activities on your account and/or policy.

4. Based on your consent, e.g.:

 a)  When you request us to disclose your personal data to other people or organisations such as a company handling a claim on 
your behalf, or otherwise agree to disclosures;

 b)   When we process any special categories of personal data about you at your request (e.g. your racial or ethnic origin, political 
opinions, religious or philosophical beliefs, trade union membership, genetic data, biometric data, data concerning your 
healthh8r 





You may have a right to certain information about how we make these decisions. You may also have a right to request human 
intervention and to challenge the decision.  

For some insurance products we may use automated decision making to assist the insurer in determining your �nal insurance 
premium. The insurer will use an automated underwriting engine to process your personal information and to better assess 
insurance risk which will generally provide a more accurate price that is relevant to your individual circumstances and needs.  
The automated underwriting engine will use information including personal information that you provide as well as other 
information about you held by us, the insurer and other parties. Where the insurer is carrying out any automated decision making 
it will do so on the basis that is necessary in order for the insurer to enter into the insurance contract with you. You have the right to 
contest that decision, express your point of view and ask for a human review. Where we carry out any automated decision making 
for your insurance product, we will ask for your consent during the application process to allow us to do so. You may withdraw your 
consent at any time.

Further details can be found in the ‘Using My Personal Data’ booklet.

Criteria used to determine retention periods (whether or not you become a customer)

The following criteria are used to determine data retention periods for your personal data: 

�{   Retention in case of queries. Santander will retain your personal data as long as necessary to deal with your queries (e.g. if your 
application is unsuccessful);

�{  Retention in case of claims. Santander will retain your personal data for as long as you might legally bring claims against us; and

�{   Retention in accordance with legal and regulatory requirements. Santander will retain your personal data after your account, 
policy or service has been closed or has otherwise come to an end based on our legal and regulatory requirements.

Your rights under applicable data protection law

Your rights are as follows (noting that these rights don’t apply in all circumstances): 

�{   The right to be informed about our processing of your personal data; 

�{   The right to have your personal data corrected if it’s inaccurate and to have incomplete personal data completed;

�{   The right to object to processing of your personal data;

�{   The right to restrict processing of your personal data;

�{   The right to have your personal data erased (the “right to be forgotten”);

�{   The right to request access to your personal data and information about how we process it;

�{   The right to move, copy or transfer your personal data (“data portability”); and

�{   Rights in relation to automated decision making including pro�ling. 

You have the right to complain to the Information Commissioner’s O�ce. It has enforcement powers and can investigate compliance 
with data protection law: 

http://www.santander.co.uk
http://www.fca.org.uk/register

